
ENLISTED ONLY
USSF SPECIALTY CODE CROSSWALK

USSF Specialty 
Code

USSF Specialty Code Descripton Sister Service
Sister Service 

Specialty Code
Code Description

Navy K10A, K36A
 Imagery Analyst / OpIntel 

Analyst
Marine Corps 2651 ISR Systems Engineer

Army 25S
Satellite Communication 

Systems Operator-Maintainer

Air Force 1C6 Space Systems Operations

Coast Guard
Navy  K36A Intelligence Specialist

Marine Corps 0231 Intelligence Specialist
Army 35F

Air Force 1N0 All Source Intel
Coast Guard

Navy  K10A, K23A Intelligence Specialist

Marine Corps 0241/0261
Imagery Analyst/GeoSpatial 

Analyst

Army 35G

Air Force 1N1 Imagery Analyst/GEOINT
Coast Guard

Navy CTT
Cryptologic Technician 

Technical

Marine Corps 2631 ELINT Analyst

Army

Air Force 1N2A ELINT Analyst (SIGINT)
Coast Guard

Navy CTR
Cryptologic Technician 

Collection

Marine Corps 2621, 2629
Comm Intelligence 

Analyst/Operator, Signals 
Intelligence Technician

Army 35S
Air Force 1N2C COMINT Analyst (SIGINT)

Coast Guard

Navy CTN
Cryptologic Technician 

Networks
Marine Corps 0231 Intelligence Specialist

Army 35Q, 35NC2
Air Force 1N4A Cyber Intel Analyst

Coast Guard

5S
Space Systems 

Operations

Manages or performs duties to develop, sustain, and 
enhance space capabilities to defend national interests 

from attack and to create effects in the space domain to 
achieve Service, Combatant Command, and national 

objectives. Conducts space control, space force 
enhancement, and space force support operations using 

established tactics, techniques, and procedures.

Leads and supervises functions and activities associated 
with the collection, processing, exploitation, analysis, 

dissemination and production of all-source intelligence

5I0 
All Source Intel

5I1A 
Imagery 
Analyst / 
GEOINT

Manages, supervises, and performs intelligence activities 
and functions including, exploitation, development, and 
dissemination of multi-sensor Geospatial Intelligence to 
support warfighting operations and other intelligence 

activities that achieve the commander’s objectives.

N/A - no dedicated MOS for ELINT, however our 
35N (1N4B) course does provide an overview of 
OPELINT and our 35S (1N2C) course does have 

some TECHELINT

514A 
Cyber Intel 

Analyst

Exploits global communications to support Computer 
Network Operations (CNO). Employs techniques to 

collect, identify, and exploit appropriate 
communications to ensure accurate targeting.

5I2A 
ELINT Analyst 

(SIGINT)

Assembles operational and technical information on 
Electronic Intelligence (ELINT), collects, processes, 

analyzes and identifies operational technical measurable 
and descriptive characteristics of electronic signals 

through collection and processing of non-
communication signals; as related to radar, weapons, or 

platforms.

512C 
COMINT 
Analyst 
(SIGINT) 

Performs graphic and electronic analysis as related to 
various Communication Intelligence (COMINT) networks. 
Display, analyze, demodulate, demultiplex, identify, and 
report communication signals and their users found in 
the radio frequency spectrum. Performs analysis and 
identification of known and unknown protocol and 
communication signals in support of Cyber Network 

Operations.
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Navy CTR
Cryptologic Technician 

Collection

Marine Corps 0231, 2629
Intelligence Specialist, Signals 

Intelligence Technician

Army 35N

Air Force 1N4B
Analysis and Reporting (Fusion 

Analyst)
Coast Guard

Navy  K10A, K23A Intelligence Specialist

Marine Corps 0231 Intelligence Specialist

Army N/A

Air Force 1N8 Targeting Analyst

Coast Guard

Navy
K070,  K10A,  
K13A,  K23A,  

K27A, K36A, K37A 

Intel Analyst, Imagery, CI-
HUMINT, Strike, Strike-TLAM 
OpIntel, Cyber Threat Analyst

Marine Corps 0231 Intelligence Specialist

Army
35F, 35G, 35N, 

35Q, 35S 
All Source, GEOINT, SIGINT,  
Cyber Intel, Signals Collector

Air Force 1NX Intelligence
Coast Guard

Navy
IT, CTM, CTN, 

K37A

Crypto Tech MX/Crypto Tech 
Networks, Cyber Threat 

Analyst

Marine Corps 0631, 0639
Network Administrator, 

Network Chief

Army 25D, 17C Cyber Network Defender

Air Force
1D7X1A, 1D7X1E, 

1D7X3C

Network Systems 
Operations/Client System 
Ops/Cable & Antenna Ops

Coast Guard

Navy IT, CTR Cryptologic Tech Collections

Marine Corps 0671, 0679, 1721
Data Systems Administrator, 

Data Systems Chief, Defensive 
Cyberspace Warfare Operator

Army 25B, 17C
Information Technology 

Specialist

Air Force
1D7X1B, 1D7X1K, 

1D7X1D

 System Operations, 
Knowledge Operations, 

Security Operations
Coast Guard

514B 
Analysis and 

Reporting 
(Fusion 
Analyst)

518 
Targeting 
Analyst

5IX
Intelligence

Tests, implements, deploys, maintains, reviews, and 
administers the infrastructure hardware, software, and 
documentation that are required to effectively manage 
network defense resources; Installs, configures, tests, 
operates, maintains, and manages networks and their 
firewalls, including all hardware (e.g., hubs, bridges, 

switches, multiplexers, routers, cables, and equipment, 
proxy servers, and protective distributor systems) and 

software that permit the sharing and transmission of all 
spectrum transmissions of information to support the 

security of information & information systems

Conducts threat and vulnerability assessments and 
determines deviations from acceptable configurations or 

policies; Installs, configures, troubleshoots, and 
maintains server, systems configurations (hardware and 
software), and systems to ensure their confidentiality, 

integrity, and availability

5C0X1N
Cyber Ops - 

Network Ops

5C0X1S
Cyber Ops - 
System Ops 

Analyzes and reports intelligence information. Performs 
detailed analysis on target network communications for 
additional exploitation. Recovers, correlates, and fuses 

technical, geographical, and operational intelligence 
information. Recognizes and exploits information.

Manages, supervises, and performs targeting 
intelligence activities and functions including analyzing 
targets. In addition, develops targeting solutions and 

evaluates effects in support of planning and execution of 
an effects based approach to operations that achieves 

the commander’s objectives.

encompasses functions involved in collecting, producing, 
and distributing data that have strategic, tactical, or 

technical value from an intelligence viewpoint. This field 
includes functions necessary to maintain information 
security and language translation and interpretation.
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Navy IT, CTT, CTM
Crypto Tech MX, Crypto Tech 

EW

Marine Corps 0621, 0627
Radio Operator, Satellite 

Operator

Army
25P, 25Q, 94E, 

25C, 25S

Air Force 1D7X1R, 1D7X2F
RF Transmission Operations, 

Spectrum Ops 
Coast Guard

Navy CWE Cyber Warfare Engineer

Marine Corps 1721
Defensive Cyberspace 

Operator
Army 25D Cyber Network Defender

Air Force 1D7XXX Cyber Defense Ops

Coast Guard

Navy

Marine Corps 0673, 2653
Application Developer, 

Software Engineer
Army

Air Force 1D7X1Z
Software Development 

Operations
Coast Guard

5C0X1R        
Cyber Ops - RF 
Ops (SATCOM)

Assure information dominance through effective 
spectrum operations; Deploys, sustains, troubleshoots 
and repairs standard radio frequency wireless, line-of-

sight, beyond line-of- sight, wideband, and ground-
based satellite and encryption transmission devices in 

support of operational warfighters.

Z Prefix - 
Software 

Development 
Ops (SFSC 
Agnostic)

Develops and writes/codes new (or modifies existing) 
computer applications, software, or specialized utility 
programs following software assurance best practices; 

Develops, administers, and secures databases, data 
management systems, and/or data processes for the 

storage, query, and utilization of data.

No matching specialties in the other services.

No matching specialties in the other services.

5C0X1D
Cyber Ops - 
Defensive 
Cyber Ops

Responds to disruptions within the pertinent domain to 
mitigate immediate and potential threats. Uses 

mitigation, preparedness, and response and recovery 
approaches to maximize survival of life, preservation of 

property, and information security. Investigates and 
analyzes relevant response activities and evaluates the 

effectiveness of and improvements to existing practices. 
Conducts threat and vulnerability assessments and 

determines deviations from acceptable configurations or 
policies. Assesses the level of risk and develops and/or 
recommends appropriate mitigation countermeasures. 

Measures effectiveness of defense-in-depth architecture 
against known vulnerabilities. 
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USSF Specialty 
Code

USSF Specialty Code Descripton Sister Service
Sister Service Specialty 

Code
Code Description

Navy VS5, VS6, VS7, VS8
Space Officer -

Operations

Marine Corps 8866, 0540
Space Operations Officer / 

Space Operations Staff Officer

Army FA40 Space Ops Officer
Air Force 13S Space Operations Officer

Coast Guard
Navy 1830 Intelligence Officer

Marine Corps 0202 Intelligence Officer

Army
35A (previously 35D); 
35B (previously FA34)

Military Intelligence Officer, 
Strategic Intelligence Officer

Air Force 14N Intelligence Officer

Coast Guard

Navy 1810, 1820
Cryptologic Warfare Officer, 

Info Professional

Marine Corps 1702, 1705, 0602, 0605

Cyberspace Officer, Cybersapce 
Warfare Development Officer, 
Communications Officer, Cyber 

Network Operations Officer

Army
17A, 17B

25A, 26A, 26B

Cyber Ops Officer/Cyber 
Electronic Warfare Officer,

Signal Officer

Air Force 17D, 17S
Warfighter Communications 

Ops, 
Cyberspace Effects Ops

Coast Guard

Navy
1440, 1510, 1310 (w/ 

5403, 5500 or 5800 SSC)

Aerospace Engineering Duty 
Officer/Engineering Duty 

Officer

Marine Corps

Army 12A, 51R, 51S, 51T

Systems Automation 
Acquisitions & Engineering; 

Research & Engineering; Test & 
Evaluation

Air Force 62E Developmental Engineer
Coast Guard

Navy
VR1, VR2, VR3, 310X, 

1510, (w/ 5500 or 5800 
SSC)

Space Officer -
Acquisition

Marine Corps 8059, 8061 Acquisition Officer

Army 51A, 51Z
Program Management; 

Acquisitions
Air Force 63A Acquisition Manager

Coast Guard

63A
Acquisition 

Manager

Manages defense acquisition programs 
covering every aspect of the acquisition 

process, including integrating 
engineering, program control, test and 

deployment, configuration 
management, production and 

manufacturing, quality assurance, and 
logistics support

13S 
Space Operations 

Officer

encompasses operating and managing 
systems involved in space surveillance, 
spacelift, ballistic space warning, and 

satellite command and control

14N
Intelligence Officer

encompasses a wide range of 
intelligence, surveillance, and 
reconnaissance (ISR) activities 

conducted by intelligence staffs and 
organizations for the purpose of 

providing commanders and national-
level decision makers with relevant, 

accurate, and timely intelligence

No matching specialties in the other service

17S
Cyberspace Effects 

Operations

Provides and employs cyberspace 
networks and capabilities including 

satellite communications (SATCOM), 
Electromagnetic Spectrum Operations 
(EMSO), operates cyberspace weapons 

systems and commands crews to 
accomplish cyberspace, training, and 

other missions

62E
Developmental 

Engineer

Plans, organizes, manages, and 
implements systems engineering 

processes to assure required capability 
delivery over the life cycle of Air Force 

systems
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